
Configuring the Printer through the Operator Control Panel 

When powered up, the OCP will display the following: 

 

 

Press the MENU soft-key and the display changes to: 

 

 

Press the DOWN soft-key until “WIRELESS SETTINGS” is selected then press 

SELECT and the display changes to: 

 

 

There are several selections hidden. These can be seen by pressing the DOWN soft-key.  

 



The Selections are as follows: 

 

 

Step 1: 
Determine whether you plan to enable DHCP to automatically obtain the IP Address, Subnet 

Mask and Gateway Address. Enter the DHCP Mode menu by pressing the DOWN soft-key until 

“DHCP MODE” is selected then press SELECT and the display changes to: 

 

Use the UP and DOWN soft-keys to highlight “DHCP ENABLE” or “DHCP DISABLE” then press 

the SELECT soft-key. 

 

Note: if you enabled DHCP, you don’t need to enter an IP Address, Subnet Mask and Default 

Gateway. Skip to Step 5. 

 

Warning: if you disable DHCP, it is very important that you enter the correct IP Address, 

Subnet Mask and Default Gateway for the network. If any of them are entered wrong, the 

communications may fail. The IP Address that you use must not be assigned to any other device 

on your network. If you are not sure what settings to use, check with your IT department. You 

can also inspect the settings for a computer on your network. 



On Windows XP, click Start then Run. In the Open box type “cmd” then click Ok to open a 

Command Prompt window and type “ipconfig /all” at the prompt. You can then see the IP 

Address, Subnet Mask and Default Gateway the computer is configured to use. It is likely that 

you can use the same Subnet Mask and Gateway settings in your printer. You will need to use a 

different and unused IP Address. To verify that the one you plan to use is available, type “ping 

xx.xx.xx.xx” at the command prompt where xx.xx.xx.xx is the IP Address you plan to use. If the 

ping times out, that means that no device on the network with that IP Address responded. This 

is not a guarantee that the IP Address is available as a device with that IP Address could be 

powered down or temporarily disconnected from the network. 

 

Step 2: 
Enter the Set IP Address menu by pressing the DOWN soft-key until “SET IP ADDRESS” is 

highlighted then press SELECT and the display changes to: 

 

 
 

Use the CHANGE soft-key to change the selected digit. Each press of CHANGE increases the 

digit value by 1 with a roll-over to zero when necessary. The selected digit will flash. Use the 

NEXT soft-key to select the next digit in the sequence. Pressing NEXT when the last digit is 

selected will result in the first digit being selected. Press EXIT to save the current IP Address 

and exit the menu. Before pressing EXIT, all of the digits on the display must match the desired 

IP Address. 

 

Step 3: 
Enter the Set Subnet Mask menu by pressing the DOWN soft-key until “SET SUBNET MASK” is 

highlighted then press SELECT and the display changes to: 

 
 



Use the CHANGE soft-key to change the selected digit. Each press of CHANGE increases the 

digit value by 1 with a roll-over to zero when necessary. The selected digit will flash. Use the 

NEXT soft-key to select the next digit in the sequence. Pressing NEXT when the last digit is 

selected will result in the first digit being selected. Press EXIT to save the current Subnet Mask 

and exit the menu. Before pressing EXIT, all of the digits on the display must match the desired 

Subnet Mask. 

 

Step 4: 
Enter the Set Default Gateway menu by pressing the DOWN soft-key until “SET DEFAULT 

GATEWAY” is highlighted then press SELECT and the display changes to: 

 
 

Use the CHANGE soft-key to change the selected digit. Each press of CHANGE increases the 

digit value by 1 with a roll-over to zero when necessary. The selected digit will flash. Use the 

NEXT soft-key to select the next digit in the sequence. Pressing NEXT when the last digit is 

selected will result in the first digit being selected. Press EXIT to save the current Default 

Gateway Address and exit the menu. Before pressing EXIT, all of the digits on the display must 

match the desired Default Gateway Address. 

 

Step 5: 
Save the current configuration to permanent storage. This will insure that the DHCP Mode, IP 

Address, Subnet Mask and Default Gateway are remembered by the printer after a power cycle. 

Use the UP and DOWN soft-keys to highlight “SAVE SETTINGS” then press the SELECT soft-

key. 

This will return you to the main printer menu. Reenter the Wireless Settings menu for the next 

step. 

 

Step 6: 
Enter the Setup Wizard menu by pressing the DOWN soft-key until “SETUP WIZARD” is 

highlighted then press SELECT and the display changes to: 



 
 

Press the SCAN soft-key to begin scanning for access points that are within range of your 

printer or press EXIT to exit this menu and return to the Wireless Settings menu. After 

pressing the SCAN soft-key, the display changes to: 

 
 

The printer will conduct active scans on all the channels allowed for your regulatory domain. 

The scanning process is repeated multiple times over all the channels to insure that all AP’s are 

identified. This can take over a minute to complete. Once the scanning process completes the 

display changes to: 

 
 

The OCP will display the information for a single access point. The top line displays the SSID and 

the 2nd line the BSSID or MAC Address for the access point. If the SSID name is too long to fit on 

the top line of the display, it will wrap to the 2nd line and the BSSID will not be displayed. If the 

SSID of the access point is not broadcast (hidden or invisible), the SSID will display as: 

SSID: <HIDDEN> 

 

 



The 3rd line indicates the channel the access point operates on (can be 1 – 14) and the signal 

strength in percent (more information on signal strength provided later in this document). The 

4th line indicates the security mode the access point is configured to use. This could be: NONE, 

WEP, WPA, WPA2 or WPA & WPA2 (both available simultaneously). The 5th line indicated the 

type of encryption being used by the access point. This could be: NONE, RC4 (used for WEP), 

TKIP, CCMP (a variant of AES) or TKIP & CCMP (both available simultaneously). The 5th line 

indicates the maximum data rate supported by the access point. This will usually be 11 Mbps if 

the access point is only capable of 802.11b and 54 Mbps if the access point is capable of 

802.11g. 

Pressing the NEXT soft-key advances the display to the next access point found during the 

scan. 

When the last access point found is displayed, pressing NEXT will cause the first access point 

to display again. The CANCEL soft-key can be pressed at any time to abort the Setup Wizard 

and return to the main Wireless menu. By knowing the SSID and/or BSSID, the access point you 

wish to connect to can be found in the scan list. There may be occasions where the access point 

of interest is not displayed. This can happen due to noise or interference during the scanning. If 

you can’t find the access point, press the CANCEL soft-key and retry the Setup Wizard until 

the access point is found. Once the access point you wish to use is displayed on the OCP, press 

the SELECT soft-key. If the signal strength for the selected access point is less than 25%, the 

display changes to: 

 
 

When the signal strength is less than 25%, it is likely that you will have problems connecting to 

the access point or have problems after the connection is established. This is only a warning to 

offer you the opportunity to resolve potential problems by improving the signal strength before 

continuing. Press the CANCEL button to exit the Setup Wizard or NEXT to continue 

connecting to this access point. 

 

If the SSID is hidden, it is necessary to enter SSID manually, otherwise this step is bypassed. The 

display for manually entering the SSID looks like: 



 
 

The SSID must be entered one character at a time. Each character can be any visible ASCII 

character. The character that is currently being set will slowly blink. Use the CHANGE soft key 

to 

cycle through the ASCII character set until the desired character is shown (Remember that the 

SSID is case sensitive). If there are more characters that need to be set, then press the NEXT 

soft-key to add another character and use the CHANGE soft-key to select the correct ASCII 

character. When the last character has been set (and while it is still blinking) press the EXIT 

soft-key to complete the SSID entry. (Warning - Do not press the NEXT soft-key after the last 

character has been set otherwise you will need to repeat this entire step.) Note that entering 

the SSID text incorrectly will prevent successful connection to the access point. 

 

If the access point security is set to WEP, the display changes to: 

 

 
 

If the access point security supports both WPA and WPA2, the display changes to: 

 
 

When selecting the WEP key size, you must know the key size that the access point is 

configured with. Once you press either the WEP40 or WEP104 soft-key, you will need to 

enter the WEP key and the display changes to: 



 
 

 

OR 

 

 
 

Usethe CHANGE soft-key to scroll through the hex character choices (0 -9, A – F). Use the 

NEXT soft-key to select the next character position to change. The blinking character indicates 

the character position that is selected. When the display exactly matches the WEP key of the 

access point, press the EXIT soft-key. 

 

For WPA and WPA2, you may need to select the encryption mode if more than one is available. 

If this is the case, the display changes to: 

 
 

Press either the CCMP or TKIP soft-key to select the encryption mode. Remember that CCMP 

is the stronger encryption. For WPA and WPA2, after the security mode and encryption modes 

have been selected or automatically determined (if only one mode is available, the selection 

display is bypassed), the WPA Passphrase must be entered. The display changes to: 



 
 

The passphrase must be entered one character at a time. Each character can be any visible 

ASCII character. The character that is currently being set will slowly blink. Use the CHANGE 

softkey to cycle through the ASCII character set until the desired character is shown (Remember 

that the passphrase is case sensitive). If there are more characters that need to be set, then 

press the NEXT soft-key to add another character and use the CHANGE soft-key to select the 

correct ASCII character. When the last character has been set (and while it is still blinking) press 

the EXIT soft-key to complete the passphrase entry. The EXIT key will not work until at least 8 

characters have been entered. (Warning - Do not press the NEXT soft-key after the last 

character has been set otherwise you will need to repeat this entire step.) Note that entering 

the passphrase text incorrectly will prevent successful connection to the access point. 

At this point, all the information has been collected that is necessary to connect to the access 

point. Please be aware that not all of the Setup Wizard screens shown above will be seen. The 

printer will bypass screens that that are unnecessary to display. For instance, if an access point 

is setup with only WPA security, only TKIP security and the SSID is broadcast, only the “Enter 

WPA Passphrase” setup screen will be seen. The display should now be: 

 

 
 

The CANCEL soft-key can be used to exit the Setup Wizard without connecting. Press the 

CONNECT soft-key to connect to the access point. The printer will conduct a wireless 

association and proceed with security key handshaking with the access point if necessary. The 

display changes to: 



 
 

If the connection completes successfully, the current wireless settings are automatically saved 

so that the printer will automatically re-connect after a power cycle. The display changes back 

to the main wireless menu. The “RETURN WITHOUT SAVE” selection can be used to exit from 

the wireless menu. The antenna icon on the OCP will be active, providing an indication of the 

signal strength with up to 4 bars. If connection to the access point fails, the display will change 

to: 

 
 

 

 

 

If this occurs, there is likely a problem with the data entered or the signal strength is too low to 

reliably connect to the access point. Try improving the signal strength if below 50%. Make sure 

that the SSID and security key/passphrase is correct then retry the Setup Wizard. If connection 

still fails, refer to the troubleshooting section for additional help. 

 

 

 

 

 

 

 

 

 

 

 

 

 



Configuring Wireless through the printer webpage 

This requires that the printer be connected to a computer through wired Ethernet. Set the 

DHCP mode, IP Address Subnet Mask and Default Gateway as needed for the wired interface. If 

DHCP is enabled, use the OCP INFO soft-key to determine the IP Address for the wired 

Ethernet. Open a browser window on a computer connected to the same network as the 

printer and enter the printer IP address. 

 

The printer web page should then display: 

 
 

 

 

Click on the “Wireless Parameters” entry from the list of the left of the web page and enter 

User name (default is: admin) and Password (default is: 1234). The web page now changes to 

one specific to wireless setup: 



 
 

 
 
 
 
 
Step 1: 
Make any changes needed to DHCP Enable, IP Address, Subnet Mask and Gateway then press 

Submit. 
Step 2: 
Click the “Available Networks” entry from the list of the left of the web page. Click the Scan 
for 
Wireless Networks button. Wait for the scan to complete. The web page should look like: 



 
 

If the access point you want to connect to isn’t shown, Click Scan for Wireless Networks 

again until it is shown. Pick the desired access point using the radio button on the left of the list. 

Note the Alternate Connect check box. If Alternate Connect is left unchecked, the printer 

automatically selects the highest Security & Encryption available. If the Alternate Connect 

check box is checked, the user will be allowed to select the Security & Encryption that will be 

used if more than one is available. Click Connect To Selected Wireless Network to 

proceed. The web page changes to: 



 
 

Step 3: 
Enter any information required, like: SSID, Security, Encryption and Passphrase (in the above 

example, only the Passphrase needs to be entered as indicated by the edit box). Click 

Connect. 

Wait for connection to complete or for an error message. 

If connection was successful, the wireless parameters were automatically saved so that the 

printer will automatically connect the next time the printer is powered on. The wired Ethernet 

connection can now be disconnected if desired. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Configuring Wireless through the Driver Toolbox: 

This requires that the printer be connected to a computer through USB or wired Ethernet with 

the Windows printer driver installed and functional. Refer to the ZXP Series 8 User Guide for 

instructions on driver installation. Once the Windows printer driver is installed and functioning, 

open the ZXP Toolbox. The following screen will be displayed: 

 
 

Under the Configuration section, click on Wireless Settings. The following screen will be 

displayed: 



 
 

There are two approaches that can be used to configure the printer’s wireless settings. If all the 

necessary information is known (SSID, BSSID, Channel, Security, Encryption and 

Passphrase) these parameters can be directly entered into the Wireless Configuration. 

The alternate approach is to request that the printer scan for wireless access points and select 

one. This automatically fills in most of the Wireless Configuration parameters. 

 
 
Step 1: 
Make any changes needed to DHCP Enable, IP Address, Subnet Mask and Gateway. 

If directly entering the wireless settings, skip to Step 4. 

 

Step 2: 
Press the Scan button to initiate a scan. Once the scan is complete, scroll through the wireless 

access points and select the one you want to connect to using the associated checkbox. The 

display should look like: 



 
 
Step 3: 
If the SSID is not displayed (access point configured to not broadcast SSID), enter the SSID. 

Select the desired Security and Encryption. The choices will be limited to what the access 

point can accept. If the access point is configured for WEP, you must choose correctly between 

WEP40 and WEP104 (there is no way do determine the WEP key size). Skip to Step 5. 

 

Step 4: 
Enter the SSID, BSSID (format xx:xx:xx:xx:xx:xx), Channel, Security and Encryption. The 

Channel setting is a hint to the printer about which channel the access point will located on. 

Providing the correct channel will result in a faster connection to the access point when 

powering up the printer. If you enter the wrong channel it will not cause the connection to fail. 

The printer will first scan for the access point on the indicated channel and if not found will 

widen the search to all channels. Some wireless access points can be configured to auto select 

their channel when powered on (channel used may be different each time). In this case set the 

channel to zero, which tells the printer to scan all channels to find the access point before 



connecting. If you don’t know the correct channel, setting the channel to zero is the best 

choice. Set the Security entry before Encryption. The Encryption choices will be limited by 

the Security setting. 

 

Warning! When using manual entry of wireless settings, you must be careful to enter all the 

data correctly or the printer may fail to connect to an access point. If you are not sure about the 

settings, check with your IT department. Most access points provide a web page for 

configuration. If you can access this web page you can determine the proper settings for SSID, 

BSSID, Channel, Security and Encryption. Be careful with the Security and Encryption 

settings. An access point may be configured to allow only certain Security/Encryption 

capabilities, like only WPA2/CCMP. In this case, trying to connect with WPA/TKIP would 

fail. 

 

Step 5: 
Enter the Key (if using WEP40 or WEP104) or the Passphrase (if using WPA or WPA2). If 

the security is WEP, you must enter exactly 10 (WEP40) or 26 (WEP104) hex characters (0 – 

9, A –F). If the security is WPA or WPA2, you must enter at least 8 visible ASCII character for 

the passphrase. The key or passphrase must be identical to the one that has been entered into 

the wireless access point. Check with your IT department to get the correct key or passphrase. 

 

Warning! Entering an incorrect WEP key will not result in a failure to connect, but 

communications with the printer will not work through the wireless interface. Entering an 

incorrect WPA/WPA2 passphrase will result in a connection failure. It is very important to use 

the correct key or passphrase and enter it correctly. 

 

Step 6: 
Press the Connect button. A dialog box displays to indicate that the connection process has 

been initiated. Press Ok to remove the dialog. Under the Information section on the left side 

of the Toolbox click Wireless Network. The following dialog appears: 



 
 
 
Check the Status section. If the connection succeeded, the State parameter should be 

“connected”. If the State is “inactive”, then the connection failed, probably due to the 

WPA/WPA2 passphrase being incorrect. If the State is “scanning”, then the access point 

wasn’t found and periodic scans are underway to find the access point. This may mean that the 

SSID or BSSID was entered incorrectly. If you are connecting with WEP security, the only 

way to know that the WEP key is correct is to try to communicate with the printer through the 

wireless interface. If the communication fails then it is likely the WEP key was entered wrong. 

 

 


